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Who is KNC?

An Authorized C3PAO with extensive experience supporting the 
Defense industrial Base in preparing for CMMC assessments

Subject Matter Experts in Governance, Risk, and Compliance 
Consulting, Assessment Services, and Managed Security Services

Service-Disabled Veteran-Owned Small Business (SDVOSB) & 
a Disabled Veteran Business Enterprise (California)

Experienced and Trusted Cybersecurity Services Provider 

Commit 10% of annual profits to the veteran’s community

Kelly C. Kendall, MBA
CEO and President

Disabled Veteran (US Marine Corps)

Chuck Buresh
EVP and COO

Glenn Haddox
Advisor

Albert Torres
Program Manager

David Gilberts
Cybersecurity Advisor



CMMC and the Future
Safeguarding Sensitive Information
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Goal: Provide opportunities to discuss efforts taken by 
government, academia, and industry to incorporate, 
implement, and execute statutory and regulatory requirements 
to safeguard sensitive information. The definition of 
safeguarding should include protection and resiliency 
activities; and the boundaries of sensitivity-type should 
include government-owned, contractor proprietary, and 
business-shared information.



CMMC and the Future
Safeguarding Sensitive Information
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DISCUSSION TOPICS

Policies and Procedures
Technologies
Frameworks & Architectures



Q & A



Thank You

KNC Strategic Services
Carlsbad, CA

Toll-Free 833-562-7700
KNCSS.com
Kelly Kendall – x 700

Chuck Buresh – x 701

David Gilberts – x 702

6



We invite you to join an influential group of cybersecurity professionals 
exploring the cutting edge of defense contracting and cybersecurity, with 
a focus on NIST 800-171 and CMMC: The KNC Threat Insiders LinkedIn 
Group.

To join the KNC Threat Insiders LinkedIn Group, 
please click on the link below:

Threat Insiders
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https://www.linkedin.com/groups/14297418/


US VALOR is a California 501(c)(3) nonprofit corporation 
with a Department of Labor accredited Registered 
Apprenticeship Program (RAP) within the Cybersecurity 
employment space for the training of transitioning military 
and veterans to prepare them for meaningful, gainful, and 
long term employment within emerging local, national and 
global marketplaces.

The US VALOR Cybersecurity Apprenticeship Program 
has been developed based on the NICE Cybersecurity 
Workforce Framework, in conjunction with the DOD 
8140/8570 framework.
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https://www.usvalor.org/
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